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Compliance: Definition(s) 

Compliance describes the organizational goal to ensure adherence with:  

- relevant laws,  

- regulations and  

- company internal (ethical) policies & guidelines  

through implementing relevant processes and procedures.  
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Legal Compliance 

Value Compliance 
(strategic, 

competitive 
advantage) 

Ethical Compliance 



IT Security ς 
ISO 27001 

UN Global 
Compact 

Customs 
regulation 

U.S. 
Sentencing 
Guidelines 

U.S. FCPA 

QM ς ISO 
9001 

UK Bribery 
Act 

Data 
protection 

Energy 
Efficiency 
Directive 

Anti-Money-
Laundering 
legislation 

Compliance: (Legal) Requirements 

For non-financial companies there is not necessarily a legal requirement to set up 
a dedicated Compliance function όŦŜǿ ŜȄŎŜǇǘƛƻƴǎΥ ŜΦƎΦ ¦Y .ǊƛōŜǊȅ !ŎǘΣ Χύ.  
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Standards & Norms 
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Proportionate 
policies and 
procedures 

Top-Level 
commitment 

Anti-bribery 
Risk 

Assessment 

Third Parties / 
Business 
Partners 

Training and 
awareness 

Monitoring 
and review 

Leadership Risk Assessment 
Standards & 

Controls 
Training & 

Communication 

Monitoring, 
Auditing & 
Response 

6 principles as described in the guidance of the Secretary of State (UK Ministry of Justice) regarding Sec. 9 

of the UK Bribery Act. 

5 pillars according to the CMS model of the work group ‘Integrated Compliance’/BCM. 

 
 

Prevent 
 

- Policies / Guidelines (e.g. Code of Conduct, 
Gifts and Hospitality policy) 
- Training & Communication (e.g. intranet, 
email) 
- Compliance involvement 
 
 

 
 
 
 
 
 
 
 
 
 
 

Detect 
 

- Compliance reviews (e.g. integrated in IA) 
- Compliance Investigations & controls 
- Communication channels  for reporting of 
compliance issues (e.g. whistle-blower) 

 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 

Respond 
 

- Remediation 
- Consequences for misconduct 
- Case tracking 

 
 
 
 
 
 
 
 
 

α¢ƻƴŜ from the ǘƻǇά 

Approach used by companies such as Siemens. 

Compliance Risk Assessment 



CMS@Scandlines 
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Leadership Risk Assessment 
Standards & 

Controls 
Training & 

Communication 

Monitoring, 
Auditing & 
Response 

• Annual update to Management and Supervisory Board 

• Ownership at management level - CEO actively promotes CoC as Mission 

Statement 

• Regular mention in bi-weekly company newsletter 
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Leadership Risk Assessment 
Standards & 

Controls 
Training & 

Communication 

Monitoring, 
Auditing & 
Response 
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Leadership Risk Assessment 
Standards & 

Controls 
Training & 

Communication 

Monitoring, 
Auditing & 
Response 
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Leadership Risk Assessment 
Standards & 

Controls 
Training & 

Communication 

Monitoring, 
Auditing & 
Response 

Compliance E-
Learning 

Dawn raid 

Data protection 

Competition law 
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Leadership Risk Assessment 
Standards & 

Controls 
Training & 

Communication 

Monitoring, 
Auditing & 
Response 

Email address: 

Compliance@scandlines.com  

mailto:Compliance@scandlines.com
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Interface Compliance & Risk Management:  

The (Compliance) Risk Assessment  

•Any CMS is based on a Compliance Risk Assessment:  

• Identify, analyse and evaluate the relevant norms which might 
pose a ‘problem’ to the organisation and their treatment (e.g. 
setup of relevant processes, trainings, controls, etc.). 

•Structures and prioritises the work of the Compliance function.  

•Note: Not all Compliance risks are ‘owned’ by Compliance.  

 

•Risk Management as a function is responsible for looking at 
the risks a company faces on a more holistic basis.  

 

Risk Management will ask Compliance about the risks they see 
anywaysé why do double work? 
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ÁFor Compliance risks it is often 

difficult to define a relevant level of 

detail and to quantify the impact due 

to qualitative factors (e.g. 

reputational impact). 

 

ÁRM might only analyse significant 

risks which might endanger the 

existence of a company.  

ÁCompliance risks will also include 

‘less significant’ risks which might 

not imminently endanger the 

continuity of operations but are 

important to guide the 

implementation of processes, 

trainings, etc.  

 

Methodology differences Scope differences 

Interface Compliance & Risk Management:  

The (Compliance) Risk Assessment  
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Rating Description Definition 

1 Extreme 

• International long-term negative media coverage; game-changing loss of market share 

• Significant prosecution and fines, litigation including class actions, incarceration of 

leadership 

• Significant injuries or fatalities to employees or third parties, such as customers or vendors 

• Multiple senior leaders leave 

2 Major 

• National long-term negative media coverage; significant loss of market share 

• Report to regulator requiring major project for corrective action 

• Limited in-patient care required for employees or third parties, such as customers or vendors 

• Some senior managers leave, high turnover of experienced staff, not perceived as employer 

of choice 

3 Moderate 

• National short-term negative media coverage 

• Report of breach to regulator with immediate correction to be implemented 

• Out-patient medical treatment required for employees or third parties, such as customers or 

vendors 

• Widespread staff morale problems and high turnover 

4 Minor 

• Local reputational damage 

• Reportable incident to regulator, no follow up 

• No or minor injuries to employees or third parties, such as customers or vendors 

• General staff morale problems and increase in turnover 

5 Incidential 

• Local media attention quickly remedied 

• Not reportable to regulator 

• No injuries to employees or third parties, such as customers or vendors 

• Isolated staff dissatisfaction 

Solution 1: Using qualitative factors in the risk 

impact evaluation 

As to be found in: COSO ERM methodology 
14 



Solution 2: Using a ‚Compliance‘-category of 

risks 
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Compliance 

Strategic Operational 

Reporting 

As to be found in: COSO ERM methodology 



5 main elements of successful cooperation 

between risk management, compliance and 

internal audit 

Transparency about the 
functions, their essential 
tasks and objectives as 

well as possible 
interfaces 

Awareness of a 
common task with 

different focus 

Mutual acceptance 
between the functions 

Common definition of 
terms 

Exchange of 
information between 

the functions 
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Based on: DIIR – Deutsches Institut für Interne Revision e. V. Erarbeitet im Arbeitskreis „Interne Revision in der 

Versicherungswirtschaft“: Zusammenarbeit der Internen Revision mit Risikocontrolling und Compliance, DIIR-Schriftenreihe 43, 

Berlin: Erich Schmidt Verlag GmbH & Co. KG, 2010 

 



ÁReduce work load for operations.  

ÁAllow for a common understanding 

of terminology, operations and fact 

base permitting a consistent 

identification, analysis and 

evaluation of risks as well as 

consistent reporting.  

ÁCompliance might know of 

unidentified risks or issues which 

influence risk ratings of identified 

risks.  

ÁInput from Risk Management helps 

Compliance to elaborate a 

relevant/focused Compliance 

Monitoring Plan.  

 

Common meetings with other functions 
Regular mutual updates support a 

strong collaboration 

Collaboration 

A strong cooperation and common understanding increases 
mutual acceptance, trust avoiding competitiveness and 
increasing acceptance within the organisation.  

 

17 



Thank you!  
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Jenny Schmigale 

Compliance Officer 

Email: Jenny.Schmigale@scandlines.com 

Tel: +49 (0)176 70 58 83 54 

 

 

mailto:Jenny.Schmigale@scandlines.com
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Backup 

ÁThree Lines-of-Defense Model 

ÁCompliance function setup 

ÁEnterprise Risk Management 



Three Lines of Defence Model 
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Guidance on the 8th EU Company Law Directive - article 41, FERMA / ECIIA, 2010, 

http://www.ferma.eu/about/publications/eciia-ferma-guidance/ 



For companies with # of 

employees of 

Up to 250 250 – 3.000 3.000 – 

20.000 

more than 

20.000 

Compliance-Governance and 

operational implementation of  

Compliance 

Expected Expected Expected Expected 

Executive management 

operationally takes care of 

Compliance-tasks (thereby taking 

over the Compliance-function) 

Alternative Alternative Not useful Not useful 

Delegation of the Compliance-

function to a suitable department 

(e.g. Legal, Internal Audit, HR) 

Alternative Alternative Alternative Not useful 

Delegation to an independent 

central  Compliance-department 

At discretion At discretion  Alternative Expected 

Compliance:  
An independent function or not? 

Wieland/Steinmeyer/Grüninger, Handbuch Compliance-Management, 2. Auflage, 

Berlin: Erich Schmidt Verlag GmbH & Co, 2014, p.124f. 
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Compliance:  
An independent function or not? 

Berufsfeldstudie Compliance Manager 2013, 

Berufsverband der Compliance Manager, p.136f. 
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